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Health and Human Services 339.201 

land or in a Federally operated (or con-
tracted) facility and involve the profes-
sions/activities performed by persons 
specified in the Crime Control Act of 
1990, including, but not limited to, phy-
sicians, nurses, dentists, health care 
practitioners, optometrists, psycholo-
gists, emergency medical technicians, 
alcohol or drug treatment personnel, 
child care workers and administrators, 
emergency medical technicians and 
ambulance drivers. 

(c) The Contracting Officer shall in-
sert the clause in 352.237–72, Crime Con-
trol Act—Requirement for Background 
Checks, in solicitations, contracts, and 
orders that involve providing child care 
services to children under the age of 18, 
including social services, health and 
mental health care, child- (day) care, 
education (whether or not directly in-
volved in teaching), and rehabilitative 
programs covered under the Crime Con-
trol Act of 1990 (Act). 
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Subpart 339.1—General 

339.101 Policy. 
(d)(1) The Contracting Officer shall 

insert the clause in 352.239–70, Standard 
for Security Configurations, in solici-
tations, contracts, and orders that in-
volve the operation or acquisition of an 
information technology system (for 
definition of the latter term, see http:// 
www.hhs.gov/ocio/policy.) 

An HHS information security policy 
waiver, the template for which is avail-
able at: http://intranet.hhs.gov/infosec/ 
policieslmemos.html, must be approved 
in order to deviate from HHS OCIO 
Standard 2009–0001.001S, HHS Standard 
for Security Configurations Language 
in HHS Contracts, dated January 30, 
2009. A copy of the approved waiver 
shall be forwarded to the Contracting 
Officer who, in turn, shall request a 
comparable deviation for the clause in 
352.239–70. 

(2) The Contracting Officer shall in-
sert the clause in 352.239–71, Standard 
for Encryption Language, in solicita-
tions, contracts, and orders that in-
volve the acquisition or lease of, or the 
requirement to use, desktop or laptop 
computers, mobile devices, or portable 
media to store or process HHS sen-
sitive information that the Project Of-
ficer categorizes as moderate or high 
under Federal Information Processing 
Standard (FIPS) 199, Standards for Se-
curity Categorization of Federal Infor-
mation and Information Systems, 
dated February 2004. An HHS informa-
tion security policy waiver, the tem-
plate for which is available at: http:// 
intranet.hhs.gov/infosec/ 
policieslmemos.html, must be approved 
in order to deviate from HHS OCIO 
Standard 2009–0002.001S, HHS Standard 
for Encryption Language in HHS Con-
tracts, dated January 30, 2009. A copy 
of the approved waiver shall be for-
warded to the Contracting Officer who, 
in turn, shall request a comparable de-
viation for the clause in 352.239–71. 

Subpart 339.2—Electronic and 
Information Technology 

339.201 Clarification. 
FAR Subpart 39.2, Electronic and Infor-

mation Technology, requires Federal 
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